Agile Risk Management

Re-Engineering Risk Solutions to Enable Business Strategies
Executive Summary

The global financial crisis has forced financial services firms to operate in an intensely complex and challenging environment. As the global economy remains uncertain, causing pockets of volatility to flare up regularly in the increasingly unpredictable financial markets, and as technology companies disrupt the market, competition is fiercer than ever. In addition, overarching these difficult operating conditions is an ever-increasing regulatory burden.

In such an environment, firms must have confidence in their ability to navigate these challenges in order to deliver value to shareholders and stakeholders. Agile, responsive and dynamic risk management and compliance systems are key enablers to success.

Agility is built on dedication to a three-point foundation: an aligned organization permeated by clarity, collaboration and convergence; operational excellence based on strategy informed by foresight and enhanced by transparency; and customer satisfaction enabled by a customer-centric focus on design and development throughout the enterprise.

This paper introduces a new Agile Risk Management philosophy that will enable proactive organizations to take the lead in adopting an agile approach to risk management to better meet the challenges of today’s operating environment.
Emerging from the global financial crisis, many organizations have failed to keep pace with changing trends in risk and compliance. Resource allocation for risk and compliance initiatives implemented immediately following the crisis to demonstrate urgency and prioritization to regulators has proven to be unsustainable.

“Firefighting” projects have diverted funds from areas such as customer-facing upgrades and critical investments in creaky legacy systems and have increased the overall cost structure for risk and compliance, restricting business growth. Attempts to effectively build complex processes on inadequate infrastructure have increased headcount and slowed down critical processes. Meanwhile, as firms fight fires, they are losing sight of the real benefit of risk management: looking ahead to identify threats and opportunities.

Paradoxically, the increase in spending on risk and compliance initiatives since the crisis has taken place in a period marked by sustained organizational cost-cutting initiatives. While firms continue to reduce costs, some that have imposed cuts for several consecutive years are now realizing that they will soon maximize the savings they can derive from straight cost reduction and will need to shift their focus to growth and innovation.

**Significant Fines $200B**

Large bank fines have topped $200B over the past five years.

**Unsustainable Costs**

Operating costs have become unsustainable, as quick-fix solutions and increasing headcount are the norm for improving risk management practices.

**Growth and Innovation**

Growth and innovation have been forced to take a backseat given risk and compliance challenges.

**Inherent Risk**

Inherent risk continues to rise given the underlying business complexity and increased pace of change.
In this new environment, boards of directors and senior management need to recognize that current spend on risk and compliance efforts has to be arrested and/or start to shrink while also providing added business value.

“Many organizations are beginning to change their vision for risk management,” says Cory Gunderson, who leads Protiviti’s Global Financial Services Industry practice. “The risk function is moving away from being a control checker and referee to an enabler of business performance by driving a single approach for risk management and taking full responsibility for improving the risk culture of the organization.

“Leading practices in risk management suggest that taking a more agile approach allows improved business performance and anticipation, along with increased transparency. This approach also enables consistent profitability and optimized costs to unlock the true value of risk management.”

Those in risk management and compliance roles will need to maximize the resources they have to remain effective. The prevailing model, in which control functions, including the first, second and third lines of defense, tend to be siloed, manual and reactive, is exacerbating the problem. Too often, these functions employ a reactive find-and-fix model. This approach expends time and resources firefighting immediate issues, such as regulatory actions or internal audit findings within their individual risk silos, rather than working collaboratively on value-added activities such as risk identification and mitigation.

This is not a recent phenomenon. Risk is stuck in a reactionary cycle, where risk and compliance breakdowns are consuming valuable time and resources that could be deployed elsewhere to enable growth and innovation within the business. For risk management to evolve, this cycle needs to be broken; firms that are constantly fighting fires cannot deal with emerging risks and issues.

Firms have recognized that they need to become more efficient in managing risk, compliance and internal audit requirements. Some have made advances in ensuring the control functions work more closely together. But generally, processes still take too long and are mostly manual, with risk management and compliance activities remaining detective rather than preventive.

Likewise, point-in-time solutions for improving risk management, including regulatory compliance, are no longer adequate for firms seeking to create a more effective and efficient risk framework. Risk solutions must be agile. The crises of tomorrow will be different from the crises of the past. They will require agile and effective risk management and compliance functions that can move away from constant analysis and review of historical information to forecasting future horizons. Equally, risk management and compliance must operate more like business functions to provide value through being agile, responsive and more forward-looking; this is how they can help enable success for the business.

The time has come for proactive organizations to take the lead by adopting an Agile Risk Management framework to better meet the challenges of today’s customers, shareholders and employees, and of the risk and regulatory environment.
The Solution

In a fast-changing regulatory and business environment, the key capability for firms to develop is agility. The ability to react rapidly to new regulations, adapt old products or launch new ones in new markets, and enhance customer satisfaction with the rapid adoption of new technologies is essential in today’s financial marketplace.

Adopting an Agile Risk Management philosophy requires the use of risk as an enabler to foster real business benefits. Today, risk is viewed as an obligation; tomorrow, risk can enable increased profits and higher customer satisfaction. If risk is addressed up front in the design of products and services and embedded into the fabric of business processes, it lays the foundation for flawless execution and higher customer satisfaction.

What Is Protiviti’s Agile Risk Management Philosophy?

Agile Risk Management aims to maximize the value of risk management to an organization. This starts with the foundation of a comprehensive risk (and compliance) management program, represented in the building blocks on page six. It is this solid foundation that prepares the firm for a transformation into Agile Risk Management, which focuses on how risk management building blocks can be embedded and designed within business processes. This eliminates short-term, manual solutions, as well as siloed practices and processes, where risk data is unavailable or risk cannot be effectively measured. An example of a target-state operating model is depicted on page six, which shows the building blocks that enable risk to be managed seamlessly, proactively and easily through a generic business process.

While the building blocks on their own are not revolutionary, when the philosophies of Agile Risk Management – operational excellence, customer satisfaction and an aligned organization – are used to improve these building blocks, organizations can realize tremendous value from risk management in a cost-effective and efficient manner.

The value of Agile Risk Management centers on putting the customer first and providing consistent customer experiences. For the organization, the agility provided by following this philosophy allows optimized performance, freeing up management time and resources to focus on growth realized through taking risk-enabled decisions.
Protiviti Agile Risk Management Philosophy

Value of Agile Risk Management
- Customer centricity
- Consistent experiences
- Agility
- Optimized performance
- Focus on growth
- Risk-enabled decisions
Every organization is at a different stage of maturity and is working to improve its risk management function. In our experience, typical strategies exist to ensure that those essential foundational elements are present to execute risk management activities effectively, providing quick wins for firms to build on and use to motivate their journey to a more agile state. We provide a process for how firms can move into an Agile Risk Management target state through a subset of risk management building blocks.

### Target-State Operating Model – Agile Risk Management

<table>
<thead>
<tr>
<th>Unified Process</th>
<th>Define</th>
<th>Assess</th>
<th>Implement</th>
<th>Sustain</th>
</tr>
</thead>
<tbody>
<tr>
<td>Strategy</td>
<td>Define</td>
<td>Assess</td>
<td>Implement</td>
<td>Sustain</td>
</tr>
<tr>
<td>Define</td>
<td>Define</td>
<td>Identify</td>
<td>Design</td>
<td>Perform</td>
</tr>
<tr>
<td>Appetite</td>
<td>Enterprise</td>
<td>Inherent</td>
<td>Process</td>
<td>Continuous</td>
</tr>
<tr>
<td></td>
<td>Standards</td>
<td>Risks</td>
<td></td>
<td>Improvement</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Greater</td>
<td></td>
<td>Communicate</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Than</td>
<td></td>
<td>to</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Appetite</td>
<td></td>
<td>Stakeholders</td>
</tr>
<tr>
<td>Market</td>
<td>Define</td>
<td>Identify</td>
<td>Implement</td>
<td>Ensure</td>
</tr>
<tr>
<td>Opportunity</td>
<td>Products</td>
<td>Impacted</td>
<td>Process</td>
<td>Initial</td>
</tr>
<tr>
<td></td>
<td>and Services</td>
<td>Processes</td>
<td></td>
<td>Performance</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>Achieved</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>Operate</td>
</tr>
</tbody>
</table>

### Building Blocks

1. **Risk-Informed Strategy**
2. **Compliance Requirements Inventory**
3. **Risk Governance Framework**
4. **Accountability and Incentives**
5. **Risk Identification and Assessment**
6. **Risk in Design**
7. **Process Management, Monitoring, and Testing**
8. **Issue Management**
9. **Aligned Reporting and Actionable Analytics**
10. **Quality Data and Governance**
11. **Integrated Risk Technology**
### Protiviti’s Agile Risk Management Philosophy

#### ALIGNED ORGANIZATION

<table>
<thead>
<tr>
<th>Elements of Target State</th>
<th>Benefits</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Defining business strategy with consideration from control partners</td>
<td>• Increased organizational capacity to focus on growth and adding market share</td>
</tr>
<tr>
<td>• Clear accountability for risk management; business owns the risk and control process; partners are appropriately empowered</td>
<td>• Reduced duplication and rework</td>
</tr>
<tr>
<td>• Risk and business process convergence</td>
<td>• Less stress on business stakeholders</td>
</tr>
<tr>
<td>• Appropriately resourced and skilled organization</td>
<td>• Ability to move faster when introducing products or changes to processes</td>
</tr>
<tr>
<td>• Embedded risk culture throughout the organization that encourages collaboration and escalation</td>
<td>• Enhanced reporting and analytics that enable customer service and growth</td>
</tr>
<tr>
<td>• Risk-enabled decisions aligned to risk appetite</td>
<td></td>
</tr>
<tr>
<td>• Continuous engagement between control partners and front-line business units</td>
<td></td>
</tr>
</tbody>
</table>

#### OPERATIONAL EXCELLENCE

<table>
<thead>
<tr>
<th>Elements of Target State</th>
<th>Benefits</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Successfully executed business strategy</td>
<td>• Increased customer and employee satisfaction</td>
</tr>
<tr>
<td>• Efficient processes and risk agility</td>
<td>• Faster business processes that create competitive advantages</td>
</tr>
<tr>
<td>• Optimized technology</td>
<td>• Optimized resource utilization</td>
</tr>
<tr>
<td>• Promotion of risk management that is built into the design of processes, technology and products</td>
<td>• Streamlined data flow and decreased time to availability – single source of truth for data</td>
</tr>
<tr>
<td>• Propensity toward risk prevention versus detection</td>
<td>• Risk-designed products and services</td>
</tr>
<tr>
<td>• Transparency that reduces redundancy</td>
<td>• Simplified reporting and analysis focused on achieving business objectives within risk appetite limits</td>
</tr>
<tr>
<td>• Robust process adherence and management</td>
<td>• Continuously improving technology-enabled processes and controls</td>
</tr>
</tbody>
</table>

#### CUSTOMER SATISFACTION

<table>
<thead>
<tr>
<th>Elements of Target State</th>
<th>Benefits</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Risk management as the driver for consistent customer experiences</td>
<td>• Increased loyalty when customers know what to expect; reduction in “surprises”</td>
</tr>
<tr>
<td>• Customers’ needs considered in the design of processes, products and services</td>
<td>• Simplified servicing that allows for ease of doing business for the customer and employees</td>
</tr>
<tr>
<td>• Customer-oriented risk metrics that support informed marketing plans and customer interactions</td>
<td>• Faster-developed products that meet customers’ demands</td>
</tr>
<tr>
<td>• Customer-centric focus across the organization</td>
<td>• Improved processes and controls that enable the business to increase market share while protecting the customer</td>
</tr>
<tr>
<td>• Customer focus that enables enterprise strategy development and enhances the risk management vision</td>
<td>• Tailored product and service solutions that fit customer profiles and drive profitability</td>
</tr>
<tr>
<td></td>
<td>• Enhanced insight into customers through shared risk data and analytics</td>
</tr>
</tbody>
</table>
What Does an Agile Risk Management Model Look Like Related to Issue Management?

Adopting an Agile Risk Management philosophy does not need to be a lengthy project spanning several years; firms working to become more agile organizations are able to realize benefits relatively fast. One area that can be improved rapidly is issue management.

Too often, response in the financial services industry is reactive. Firms tend to react to issues such as complaints, regulatory actions or internal audit findings individually to stanch the immediate cause of the issues raised. However, for the majority of firms, a broader and more effective analysis of root causes is not conducted. As a result, firms are often faced with very similar issues soon after the initial problem that, with hindsight, could have been prevented if the cause(s) of the original issue had been mitigated more effectively at the time.

Benefit: Organizational Alignment – When a standardized process, incentives and norms are established to encourage proactive management of issues, all personnel begin to recognize the importance of issue management in achieving business objectives.

Benefit: Operational Excellence – When an enterprise moves to a single source of record, all enterprise issues can be inventoried and tracked in an efficient manner. Duplication of issue management efforts is reduced.

Normalization
Embed issue management into the standard operations of the institution as a continuous and fundamental practice in which people actively engage as part of business routines.

Strategy
Develop a uniform, end-to-end issue management process to be used by front-line business.

Integration
Identify all sources of issues and implement a technology platform to create a single “system of record” for all enterprise issues.

Change Management
Incorporate a flexible structure to connect issue management with the firm’s culture.

Validation
Create a process for issue closure featuring detailed closure criteria and procedures to maintain accountability.

Benefit: Customer Satisfaction – Proper root-cause analysis and issue validation reduce the chance of issue recurrence, leading to improved controls, processes and, ultimately, customer experiences.
Issues are systemically tied to business processes, systems and controls. When there is a breakdown in one area, it can be easily identified in a unified process. To address the issue more comprehensively, that process can then be used to identify links with other business processes that also may have been affected by the same root cause.

Taking a breach in customer data as an example, an Agile Risk Management philosophy would – in addition to identifying what has been affected in order to evaluate the severity of the breach – manage the issue differently by using additional data to understand the impact on the relative profitability or characteristics of customers. Action plans for remediating the issue would face robust and critical challenge to ensure that the root causes have been comprehensively addressed.

Any action plan would also include a validation that those issues have been completely addressed and closed off. This approach to managing an issue allows for a thorough understanding of the exposure in a customer-centric fashion, allowing the firm to fix the issue correctly the first time and link the breach to other parts of the organization.

“The response in this industry is reactive. We fight in bits to stop the bleeding caused by immediate issues, but without conducting effective root-cause analysis, we face the same issues a few months later. By examining how and where business processes are linked to systems and to controls, we can find issues before they happen. And by ensuring robust and really critical challenge, we comprehensively address those root causes rather than just stopping the bleeding.”

- Michael Brauneis, Managing Director, Protiviti
Firms that seek to benefit from becoming more agile are able to realize benefits in a shorter period by focusing on one building block at a time. A good example of an area where many organizations can realize the benefits of Agile Risk Management is process management, monitoring and testing.

Often, process management, tools, methodologies and routines are not standardized across the first and second lines of defense, which hinders reliance and comparability and results in duplication. Process management that lacks a simple and well-understood taxonomy will fail to achieve both customer and risk management objectives and leave the organization exposed to issues, lost time and unsatisfied customers.

In many cases, there are no effective standards for identifying risks and designing controls as processes are designed or redesigned. Therefore, faulty design creates an environment where monitoring and testing is incomplete, reactive and ad hoc, and where business and risk managers do not use process risk and performance metrics or such metrics are not available.

What Does an Agile Risk Management Model Look Like Related to Process Management?

- Clearly define performance metrics and expectations
- Map processes
- Draft a single set of standards for monitoring and testing
- Build a data warehouse for all monitoring and testing data
- Perform initial analysis of processes and controls to identify improvements
- Monitor and test process performance and risk against defined metrics
- Track and aggregate process monitoring in centralized warehouse and align to issue management and change management processes
- Ensure and measure the completeness and quality of process management against standards
- Provide reporting to key stakeholders on process adherence
- Assess technology solutions and system upgrades

Benefit: Aligned Organization – A single set of standards aligns the entire organization on expectations and practices for process management. Processes are managed consistently with business and risk management goals aligned.

Benefit: Operational Excellence – Once the organization is thinking about process management in the same way, processes, risks and controls can be analyzed and improved to drive operational excellence.

Benefit: Customer Satisfaction – With strong process management, monitoring and testing in place, business processes act as intended, ultimately delivering products and services that meet customer needs.
Ultimately, the most effective process management will come from a highly automated monitoring and testing program that uses consistent data, a common methodology, shared tools and effective reporting across all lines of defense, and supports business process improvement and early identification of issues or breakdowns. This is achieved through the establishment of a common process taxonomy, risk and performance standards, and monitoring and testing techniques that are consistently shared, leading to reliable and repetitive routines. Robust measurement is achieved through monitoring key performance indicators and key risk indicators of processes together.

“A common first step to becoming more agile in process management is creating routine process maintenance within business units to gather, document and map current processes, risks and controls. As the organization matures, controls should be analyzed to ensure they are appropriately mitigating risks and rationalized to determine their relative strength (i.e., preventive versus detective and automated versus manual). Agile Risk Management places an emphasis on enhancing quality and the automation of controls; the goal is to minimize time spent on the testing of controls while maintaining the same level of assurance and coverage.

An agile organization generates near real-time monitoring and testing data that is routinely analyzed, and issues, process improvements and lessons learned are shared with stakeholders. Potential customer impact is analyzed as part of process monitoring and remediation focuses on process improvements that reduce errors and increase customer satisfaction.

“Through our Agile Risk Management philosophy, the desired business outcome always comes first. Before new processes are deployed and as existing processes are refined, the primary focus is on how to best achieve the desired business result – including customer and client satisfaction – with risk management integrated throughout the process.”

- Matthew Moore, Managing Director, Protiviti
What Does an Agile Risk Governance Framework Look Like?

Defining risk and documenting management activities in a multitude of frameworks, policies, procedures and manuals can be complex for organizations to implement. These processes can be further complicated by the need to train employees and ensure operating standards relating to risk management. Governance around managing risk is assumed to be in place, with responsibility and accountability residing with inefficient committees or remaining undefined. Although many firms have made strides in defining their risk appetite for enterprise and material risks in an effort to achieve strong risk management and in response to recent regulatory guidance, these same firms have had difficulty driving and/or cascading the risk appetite to lines of business or products. Finally, by rushing to define roles and responsibilities to ensure a three–lines–of–defense model, institutions have created duplicative activities, inconsistent standards for key risk management activities and methodologies, and gaps in risk management coverage. Many firms could benefit from greatly simplifying their risk governance frameworks, policies, procedures and manuals and utilizing Agile Risk Management methods to refine, improve, communicate, implement and train.

The development of the framework and the subsequent assignment of accountability are the crux of the effort in getting to Agile Risk Management and should be a continuous process to revise the framework based on evolving practices, regulatory expectations and shifts in the bank’s risk profile.
In an Agile Risk Management organization, the risk governance framework defines material risks and risk appetite, and provides the foundational information to ensure that standards effectively document how the current and emerging risks are identified, measured, mitigated and reported using a clear and simple method, allowing for adherence monitoring. Owners of all risks are identified and accountability exists for actions to manage the risk. There is full role clarity between business and control partners (lines of defense). Finally, the framework is routinely updated based on changes in the organization’s risk profile, strategic plans and/or other external factors.

“Financial institutions have invested significant time, effort and funds over the last several years to inventory risks, understand how those risks are managed, define risk appetites, and then report historical performance against risk appetite. Agile Risk Management takes it to the next step by ensuring risk and risk appetite are ingrained into decision-making to allow for a forward-looking view of the risks facing an organization.”

- Matthew Moore, Managing Director, Protiviti

Taking a closer view of how a risk governance framework is implemented, an Agile Risk Management organization has sufficient and effective training in place to ensure every employee understands that risk management is part of his or her role. Employees from all parts of the organization are able to consistently and comprehensively describe and articulate how the organization manages risk and their role in those efforts. Risk appetite is a commonly utilized term and measured at a meaningful level across the organization that impacts not only strategic decisions but also day-to-day business decisions. When this is performed correctly, the organization is creating and defining a strong risk culture that is enhanced through Agile Risk Management principles.

“Roles and responsibilities may seem trivial but are critical to the success of risk management at a financial institution. Risk management does not just sit with the second line of defense. In Agile Risk Management, the lines of defense are efficiently aligned and are equally responsible for managing risk and adhering to the defined risk appetite.”

- Peter Richardson, Managing Director, Protiviti
Today, financial institutions are governed by a multitude of regulations impacting all lines of business and service offerings. Compliance requirements have become increasingly complicated, yet firms’ management of these requirements has remained disjointed and reactive based on regulatory enforcement actions. Firms often struggle with translating their compliance requirements into applicable business risks. Compliance requirements are not maintained centrally, and policies and procedures governing the management of requirements do not exist. As a result, firms are increasingly susceptible to noncompliance, as demonstrated by the stream of regulatory enforcement actions seen over recent years – actions that could have been avoided by taking an agile approach to managing the compliance requirements inventory.

Agile Risk Management incorporates new compliance requirements and changes differently. The compliance organization is forward-looking in the agile state and prepares the business with detailed requirements that are applicable to relevant services and products. New compliance requirements are tracked and reported to the business well before formal release dates, and the compliance function advises in preparation for business process changes.

To maintain the requirements through a unified process, a comprehensive, centralized inventory exists that contains all applicable compliance requirements. Validation is performed on the back end to ensure that all aspects of required changes have been implemented. In the agile state, new requirements are known, a plan to confirm compliance is implemented and full compliance is validated before updated standards go into full effect.

“Can an organization’s compliance function respond to, and quickly address, changes in the regulatory and/or industry risk management environment as well as changes to the company’s business models? This is the question that Agile Risk Management answers for the compliance requirements inventory. Getting this right pays dividends to the organization, not only in coverage but also in maximizing efficiency by limiting unnecessary duplication among the various monitoring functions.”

- Michael Brauneis, Managing Director, Protiviti
Compliance Requirements Inventory – Getting to Agile Methodology

- Framework
  - Establish a formalized framework to define coverage of compliance requirements.

- Technology
  - Implement a centralized technology-enabled process for acquiring and itemizing data, business activities, and regulatory requirements in real-time.

- Collaboration
  - Communicate changes to impacted stakeholders and gather feedback.

- Change Evaluation
  - Critically evaluate compliance and integration of regulatory changes into business or systems processes.

- Continuous Improvement
  - Continuously collect data real-time as well as implement change management functions to respond to breakdowns and improve the program.

- Analysis

Compliance, Legal, Business Units, and other Internal Stakeholders deliver operational excellence through aligned technology, methodology, and communication throughout each step in the Agile Compliance Requirements Inventory process.

**Benefit: Operational Excellence** - Streamlined data flow and decreased time to availability. Faster business processes that allow for early response to regulatory changes.

**Benefit: Customer Satisfaction** - Faster developed products that meet customers’ demands. Provide experiences for the customer that anticipate and prevent potential errors and unfair treatment.

**Benefit: Aligned Organization** - Ability to move faster when introducing products or changes to processes. Resilient processes that easily adapt to changes in regulatory requirements.
Adopting a more efficient and effective risk management framework brings real, demonstrable value to the business. Agile Risk Management aims to provide benefits that are tangible. For example, it can lead to a 10 percent reduction in organizationwide operating costs, which translates into a 3 percent increase in available capital to invest in new or existing businesses. Standardized business processes and collaborative efforts to integrate and eliminate redundant controls could also drive a 25 percent reduction in total hours spent on key risk management activities across the lines of defense.

The increased confidence of risk coverage can lead to a 40 percent reduction in the volume of issues and regulatory findings. Finally, spending on risk and compliance costs could be reduced by 25 percent, allowing the redeployment of resources from the second line of defense to the business to help drive growth. These numbers are illustrative, but they demonstrate how the Agile Risk Management philosophy can translate into real monetary value for risk managers and the enterprise.

By employing an Agile Risk Management approach, senior managers are better informed and truly understand the risks they are undertaking – or, just as important, they understand the risks they are not taking – thanks to the refinement and strong implementation of fully understood risk management frameworks, which define roles and responsibilities across the organization. The philosophy encourages a strong risk culture that supports continuous improvement and fosters dialogue on strategic decisions and direction for the business.

Agile Risk Management increases transparency and accuracy in reporting and enables executive management to make timely business and risk management decisions. Improved transparency and an aligned organization also increase stakeholders’ confidence, including counterparties, funding providers and rating agencies. Proactive organizations that take the lead and adopt an Agile Risk Management philosophy will better meet the challenges of today’s customers, shareholders and employees, as well as adapt more fluidly to the changing risk and regulatory environment and realize benefits to the bottom line.
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