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2026年は、監査委員会メンバーに対する要請が一段と高まる一年になることが予想されます。本
年の議題として取り上げた9つのテーマには、監査委員会の責任範囲が従来の枠組みを超えて広
がりつつある現状が反映されています。監査委員会の監督機能に対する期待が増し続ける中、多
くの監査委員会は、より広範な全社的リスクやガバナンス上の課題への対応を求められています。
さらに、サイバー、AI、人材、サードパーティといった主要リスクは相互に関連性を強めており、組織
には、部門横断でリスクを統合的に捉え、評価し、管理するための戦略的アプローチの構築が求め
られています。
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2026年の監査委員会の考慮事項※

1. テクノロジーが統制環境に与える影響を理解する

2. 経営陣のガバナンス構造を再評価する

3. サイバーセキュリティおよびデータプライバシーリスクへの対応を継続する

4. AIへの投資とガバナンスのバランスを適切に確保する

5. 革新を推進し、不確実性に対応する組織の人材・能力を評価する

6. 規制リスクに対する許容度を見直す

7. 倫理的行動を促進する企業文化を評価する

8. 財務報告以外へ広がる期待を踏まえて監査委員会の専門性と構成を評価する

9. 将来を見据えて内部監査機能の再構築を理解し、支援する

※ 監査委員会は、自らのパフォーマンスを定期的に自己評価することが推奨されています。本稿の補足資料として、委員会
の評価に活用できる質問集も用意しています。

https://www.protiviti.com/us-en/insights-paper/audit-committee-self-assessment-questions
https://www.protiviti.com/us-en/insights-paper/audit-committee-self-assessment-questions


1. テクノロジーが統制環境に与える 

影響を理解する

多くの大手企業では、人工知能（AI）の導入を直接の要因として、来年にか
けて大規模な人員削減を計画しています。こうした動きは、AI時代におい
て組織が人員規模や構成を継続的に見直している現状を反映したもので
あり、今後はより多くの業界へ広がることが見込まれます。これらの動きは、
自動化やデジタルトランスフォーメーションというより大きな潮流に沿ったも
のであり、多くの企業が競争力を維持するために新たなテクノロジーを取り
入れ、組織再構築を進めていることを示しています。

AIを起点とした人員削減や組織再編は、既存の内部統制の有効な運用に
深刻な影響を及ぼす可能性があります。AI施策を計画・推進する過程で、
統制設計や統制維持の検討が後回しとなるリスクも見逃せません。この課
題は、AI特有のリスク管理や「人の関与（human in the loop）」を維持する
ことだけに留まりません。AIは一部の業務を自動化し、特定の統制を強化
することもある一方で、新たなリスクを生じさせたり、職務分掌などの既存
統制を弱めたりする可能性があります。特に、人員削減や組織変更が進む
局面では、細心の注意が必要です。

監査委員会は、最高財務責任者（CFO）、最高監査責任者（CAE）、最高情報
責任者（CIO）をはじめとする関係者が、AI施策の企画から実装に至るまで、
統制構造の維持を重視する姿勢を明確にしていることを確認すべきです。

技術的負債への対応やシステムの近代化を目的とするその他のテクノロ
ジー施策も、統制環境に大きな影響を与えます。多くの組織は、M&Aの進
展などを背景に、複数のERP（基幹業務システム）、HRIS（人事情報システ
ム）、CRM（顧客管理システム）、さらには運用技術環境が混在する進化途
上のテクノロジーエコシステムの中で活動しています。また、サードパーティ
への依存度の高まりや、新たなテクノロジー導入に伴って生じるサイバーセ
キュリティリスクも重要な検討事項です。結論として、テクノロジーの変化
は主要な内部統制に対して多方面で影響を及ぼすものです。
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なぜそれが重要なのか：

企業がAIの導入やテクノロジーの近代化を加速させる
中で、内部統制の設計およびその有効性は、これらの変
革が組織の強化につながるのか、それとも不安定化を
招くのかを左右する重要な要素となります。自動化は
業務効率を大きく向上させる一方で、変革の過程で統
制への影響が十分に検討されていない場合、企業は業
務上の誤謬、不正リスク、コンプライアンスの欠如といっ
た課題に直面する可能性があります。こうした変化を
見据え、監査委員会は、責任の明確化、強固なガバナン
ス、内部統制に対する継続的かつ前向きな評価を求め
ることで、テクノロジー投資が組織のレジリエンス向上
につながるよう支援することができます。

重要な質問

• 自動化、AI、クラウドなどの新技術が、内部統
制の設計および有効性にどのような影響を
与えているか。また、導入の計画段階におい
て、適切な経営陣が統制構造の維持を主導
しているか。 

• 旧来のテクノロジーへの依存や、実装リスク
を十分に考慮していないことにより、統制環
境にどのような弱点が生じる可能性がある
か。 

• 監査委員会は、テクノロジーの近代化や AI 
導入に伴い、統制環境に盲点が生じていな
いことについて、十分な保証を受けているか。
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2. 経営陣のガバナンス構造を再評価する

監査委員会は、組織のガバナンス構造が適切に設計さ
れているだけでなく、実際の運用においても有効に機能
していることを確保する重要な役割を担っています。そ
の中核となるのが、リスクオーナー、リスク管理者、内部
監査で構成される「三線モデル」です。前例のない変化
が続く今の時代において、それらの機能が説明責任・
透明性・レジリエンスといった本来の目的を、果たして
いるかを評価することです。

三線モデルは広く認知されているものの、導入や運用
が十分に定着していないケースも多く見られます。多
くの組織では、各ラインの境界や責任範囲が曖昧で、縦
割りのアプローチとなり、連携不足や情報共有の遅れ
が生じています。認識された課題が迅速に共有されず、
適切な是正措置ができないこともあります。さらに、文
化的抵抗、ガバナンスプロセスとの統合不足、競合する
優先順位によるリソース制約といった課題も存在します。
こうした問題により、業務の重複やリスク管理上の見落
としが生じる事態につながる可能性があります。

テクノロジーの進展は、こうした課題の解消に向けた連
携強化を後押ししています。スプレッドシートやメール
に依存した旧来の方法は置き換えられつつあり、ガバナ
ンス・リスク・コンプライアンス（GRC）領域では、全社
的な統合プラットフォームからニッチな領域に特化した
ツールまで、多様なソリューションが登場しています。一
方で、ツール選定が複雑化し、関係者に混乱が生じる可
能性もあります。

GRCシステムによるリスクデータの一元化は、共通の用
語体系の確立やリスク傾向の可視性向上に寄与します。

また、ワークフロー自動化は、適切なタイミングで適切な
担当者に情報を届けることを可能にします。ただし、導
入や本格運用の進捗には、ばらつきも生じやすく、部分
的な導入に留まる場合には、期待された効果が部分的
にしか実現されないこともあります。

監査委員会は、経営陣に対し、既存ツールの有効性を
定期的に評価し、ギャップを解消し、関係する部門間の
連携を強化するための新たなツールの活用を検討す
るよう促す必要があります。また、三線モデルが適切な
トーン・組織構造・リソース配分によって支えられ、迅
速に対応できるガバナンス体制を構築しているかを主
体的に確認すべきです。こうした取り組みは、環境変化
の大きい状況下でも組織目標の達成を支える実効性あ
る変革につながります。
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なぜそれが重要なのか：

急速に変化するテクノロジー、規制環境、そして市場環
境に適応するうえで、強固なガバナンスは戦略と監督機
能の整合性を保つ基盤となります。三線モデルにおけ
る明確な責任分担や、ライン間の調整を支える仕組み
が不十分な場合、重要なリスクが見過ごされ、重大な問
題に発展する恐れがあります。適切に機能するガバナ
ンス構造は、リスクオーナーと内部監査を支え、レジリエ
ンス・透明性・ステークホルダーの信頼を高める好循
環を生み出します。

1 2025年グローバルファイナンス・トレンド・サーベイレポート, プロティビティ, 2025年12月
2 “Boards Need a More Active Approach to Cybersecurity,” by Noah P. Barsky and Keri Pearlson, Harvard Business Review, May 20, 2025.

3. サイバーセキュリティおよび 

データプライバシーリスクへの対応を継続する

AIを含むテクノロジーの進展に伴い、サイバー攻撃の
規模と巧妙さは急速に高まっています。監査委員会が
サイバーセキュリティおよびデータプライバシーのリス
クに対する監督を一層強化することは必要不可欠です。
従来型のガバナンスモデルや統制フレームワークでは、
この変化のスピードに追いつかず、増え続けるデータ量
や、サードパーティとの頻繁なデータ授受により、悪用さ
れやすい環境が生まれています。実際、プロティビティ
のグローバルファイナンス・トレンド・サーベイに回答
したCFOは、2年連続で「セキュリティとプライバシー」
を最重要課題に挙げています1。

それにもかかわらず、多くの取締役会は自社の備えを
過大評価している傾向があります。Harvard Business 
Reviewの調査では、多くの経営層がサイバーセキュリ
ティへの投資は十分と考える一方で、自社の取締役会
がサイバーリスクを積極的または革新的に監督できて
いると評価した割合は少数にとどまっています2。実際、
サイバーセキュリティに関連するインシデントは、取締役
会による監督不備を露呈させることが多々あります。イ
ンシデント発生後の取締役会での振り返りでは、専門
知識の不足、投げかけられるべきだった問い、検討・活
用されなかった検証手法などの課題が明らかになる
ケースも見られます。

重要な質問

• 三線モデルにおける役割と責任は明確に定
義・整合され、重複やカバー漏れなく機能し
ているか。

• 三線間の透明性とコミュニケーションは十分
であり、リスクの迅速なエスカレーションや
戦略目標・規制要件との整合性が確保され
ているか。

• 監査委員会は、三線それぞれからの情報に
基づいた集約的または調整された形でのリ
スク報告を適切に受け取っているか。

https://www.protiviti.com/jp-jp/survey/global-finance-trends-survey
https://hbr.org/2025/05/boards-need-a-more-active-approach-to-cybersecurity
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さらに、AIによって高度化した新たな脅威は、これらの課
題を一層深刻化させて、知識や対応能力のギャップを拡
大させています。攻撃者はデータポイズニング、モデル
インバージョン、自動プロンプトインジェクションなどの手
法を用いた、高速かつ大規模な攻撃を実行可能となって
います。また、ディープフェイクやスピアフィッシングを併
用した標的型攻撃の増加も見られます。アクセンチュア
の最新レポートによれば、90％の組織がAIによる脅威
に対抗するだけの成熟度を備えておらず、またテクノロ
ジーリーダーのうち36％しか、生成AIの進化が自社のセ
キュリティ対策を上回っている現実を認識していないこと
が示されています3。技術部門のリーダーでさえ盲点を抱
えている状況であることを踏まえれば、監査委員会メン
バーが直面する課題がどれほど大きいかは明らかです。

監査委員会は、未対応のリスクや先送りされている投資
についてテクノロジー部門のリーダーに踏み込んで確
認するとともに、リスク管理機能と連携し、既知の脆弱性
や統制による保証が不足している領域をより深く理解す
る必要があります。また、どのように保証を確保してい
るのか、そして監査カバレッジが不足している可能性の
ある領域がどこなのかについて、より精緻でデータに基
づく報告を求めることで、建設的で実質的な議論を促進
できます。これにより、リスク全体の整合性を高め、監督
機能を強化することにつながります。

なぜそれが重要なのか：

サイバーセキュリティおよびデータプライバシーのリス
クは、第三者エコシステムの拡大によって複雑化・高度

3 State of Cybersecurity Resilience 2025, by Paolo Dal Cin, Daniel Kendzior and Yusof Seedat, Accenture, June 25, 2025.

化し、企業のレジリエンスおよび取締役会の説明責任
の中心的な論点となっています。AIがイノベーションを
加速させる一方でリスクエクスポージャーも増大する中、
監督の重点は従来のコンプライアンス中心の確認から、
経営陣がどのように新たな脆弱性を予測し、軽減し、社
内外へ適切に伝達しているかを追跡する「戦略的保証」
へと移行しつつあります。監査委員会が十分な情報に
基づき主体的に関与することは、サイバー防御への適切
な投資を後押しし、説明責任を強化し、組織のトップから
警戒と透明性を重視する姿勢を明確に示すことにつな
がります。

重要な質問

• 特にAIによって拡大した新たなサイバーセ
キュリティおよびデータプライバシーのリス
クが、どのように組織へ影響し始めているか。
また、監査委員会は自社のリスク軽減活動に
ついてどのように保証を得ているか。

• 将来の規制要件や技術革新を見据え、自社
のサイバーセキュリティおよびデータガバナ
ンス戦略はどのように進化しているか。

• ビジネスプロセスやテクノロジーを支える
ためにサードパーティ依存が高まる中、自社
のサードパーティリスク管理プログラムの成
熟度は、それに見合った水準まで向上して
いるか。

https://www.accenture.com/us-en/insights/security/state-cybersecurity-2025
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4. AIへの投資とガバナンスのバランスを適切に確保する

4 2026 Risk in Focus: Hot topics for internal auditors, The Institute of Internal Auditors (The IIA) and the Internal Audit Foundation, 2025.

5 2025年グローバルファイナンス・トレンド・サーベイレポート, プロティビティ, 2025年12月
6 State of Risk & Compliance Report, NAVEX Global, 2025.

生成AIおよびエージェント型AIは、業務モデルを大き
く変革するとともに、保証や説明責任の重要性を高め、
イノベーションの機会を広げています。内部監査人協会
（IIA）の「2026年グローバル・リスク・イン・フォーカ
ス」レポートでは、生成AIの急速な普及やAIを活用し
たサイバー脅威の増加を背景に、AIを含むデジタル・
ディスラプション（破壊的進化）が全地域でトップ5のリ
スクに浮上したとされています。取締役会は、経営陣に
専任のAIガバナンスチームの設置を求めるケースが増
えており、内部監査部門も効率性とカバレッジ向上のた
めにAI活用を拡大しています 4。

監査委員会は、経営陣が担う二つの使命を理解する必
要があります。すなわち、モデルリスク、データの完全性、
倫理、規制遵守を適切に管理するための強固なガバナ

ンスを構築する一方で、AIへの投資を通じて組織が戦
略的に陳腐化しないよう備えることです。

財務領域におけるAI活用は2024年の34％から
2025年には72％に増加しました。しかし、そのうち統
制計画に基づいてAIを運用している組織は27％に
とどまっています 5。NAVEXの調査では、ポリシーオー
ナーシップが IT部門に偏ること、可視性の不足、AIト
レーニングの不備など、重要なガバナンス上のギャップ
が明らかになっており、統合的ガバナンス体制と継続
的な取締役会の関与が不可欠であることが示されて
います6。AIガバナンスを全面的に実装している組織は
25％にとどまり、44％の組織が「オーナーシップの不明
確さ」を主要な障壁として挙げています。

8protiviti.jp

https://www.theiia.org/en/internal-audit-foundation/latest-research-and-products/risk-in-focus/global/
https://www.protiviti.com/jp-jp/survey/global-finance-trends-survey
https://www.navex.com/en-us/northstar/global-risk-compliance-statistics/
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明確な役割定義、正式な引き継ぎプロセス、技術部門と
リスク管理部門間の整合された運用プロセスが欠如す
ると、組織は「責任は分散しているが、説明責任は分散し
ていない」状態に陥ります。AIのようにスピードと影響
度の大きい領域では、これは深刻なガバナンスの構造
的脆弱性となります7。

実効性のあるAIガバナンスの構築は、多くの場合、IT、
コンプライアンス、法務、リスク管理、データプライバシー、
内部監査などで構成されるクロスファンクショナルなAI
委員会の設置から始まります8。この委員会は、戦略、方
針、役割・責任、エスカレーションプロセス、ライフサイク
ル統制、オーナーシップを明確化します。さらに、AIリス
ク管理は全社的リスクマネジメント（ERM）および三線
モデルに組み込むべきです。

• 第一線：AIに関する統制の設計・運用

• 第二線：AIリスク（バイアス、プライバシー、サイバー
等）の監視

• 第三線：必要に応じた独立した保証およびモデル
検証の実施

監査委員会の監督には、進化するAI・プライバシー規
制への遵守状況、財務および内部監査領域におけるAI
の活用、AI関連開示やデータガバナンスを支える内部

7 From Blueprint to Reality: Execute Effective AI Governance in a Volatile Landscape, AuditBoard, 2025.

8 同上。

統制の有効性を明示的に含めるべきです。

なぜそれが重要なのか：

AIは企業が価値を創造し、リスクを管理する方法を再
定義しています。イノベーションのスピードが従来の監
督手法を上回る中で、取締役会がAI投資を健全なガバ
ナンスと整合させることは不可欠です。監査委員会が
オーナーシップの明確化、強固な統制設計、モデルのパ
フォーマンスや倫理に関する高い透明性を求めること
で、AIは整合性、コンプライアンス、ステークホルダーか
らの信頼を損なうことなく、測定可能な価値を生み出す
ことができます。

重要な質問

• 組織はAIガバナンスのオーナーシップをど
のように定義し、明確化しているか。 

• 生成AIからエージェント型AIへの移行が進
む中で、イノベーションと説明責任のバラン
スをどのように確保しているか。 

• 責任あるAI導入を実現するために、どのよう
なフレームワークを活用しているか。

https://auditboard.com/resources/ebook/from-blueprint-to-reality-execute-effective-ai-governance-in-a-volatile-landscape


protiviti.jp 10

White paper | 2026年の監査委員会の議題

5. 革新を推進し、不確実性に対応する組織の人材・能力を評価する

AIやテクノロジーの進化、そして変化を続ける法的・規
制・開示要件に対応できる人材は、現在の不確実性の
高い環境において不可欠です。こうした領域に精通し
た人材の不足は、組織の成功に対する重大なリスクとな
り得ます。監査委員会は、以下の分野で組織のスキル
と能力を評価する必要があります。

財務計画・分析（FP&A：Finance Planning & Anal-

ysis）

監査委員会は、経営陣と協議のうえ、組織の人材が多
様なシナリオ（例：金利・為替の変動、貿易政策の変更、
発生確率は低いが影響が大きいブラックスワン事象）で
財務モデルのストレステストを実施できる能力を備えて
いるかを確認する必要があります。シナリオ分析では、
国際・国内の貿易政策（関税、輸出管理、助成金プログ
ラム等）の変動や、新たな法令（例：大型税制改正等）
に伴う財政・予算上の変更も考慮すべきです。

監査委員会は、財務計画・分析チームがオペレーション
部門とどのように連携し、物流・モノの流れへの影響を
把握し、サプライチェーンコスト、移転価格リスク、財政政
策の変更を反映した予測の更新をしているかなどを、把
握することが望まれます。監督責任の一環として、リス
ク管理・法務・税務との協働により法規制動向を予測
へ織り込むみ、そしてモデル修正・データ入力・開示
実務に関する文書化された内部統制が維持されている
かを把握すべきです。包括的なストレステスト、明確な
前提条件、強固な開示統制は、変動の大きい環境を乗り
越え、ステークホルダーの信頼を維持するための基盤と
なります。

会計および財務報告

自社開発技術やサステナビリティ報告といった新たな
会計・開示要件（特にEUのCSRD）へ十分なリソース

を配分する必要があります。開示内容には、予測に内
在する前提、不確実性、そして経営判断を、透明性をもっ
て反映させるべきです。

監査委員会は、経営陣に対して単一の数値だけを示す
のではなく、想定される結果やシナリオに基づいた“幅
（レンジ）”で重要な財務上の意思決定を説明するよう
求めるべきです。これにより、その意思決定を、可能性・
リスク・リターンといった幅広い選択肢の中で適切に
位置づけることができます。

監査委員会は、地政学的な事象による影響を踏まえた
調整を検討するとともに、非GAAP指標（「一般に公正
妥当と認められた会計原則」による公式な利益・売上・
費用などとは別に、企業が投資家向けに「独自に算出し
て開示する業績指標」）や将来見通しに関する適切なガ
バナンスを確保することにも注力すべきです。また、提
出書類のレビューを通じて、委員会メンバーは、感度分
析やリスク軽減策に関する経営者のMD&A（財務・経
営成績の分析）開示が、投資家の期待や、進化し続ける
監督官庁や証券取引所の開示ガイドラインに整合する
か確認する必要があります。

経営幹部層（エグゼクティブ・リーダーシップ）

ストーリーテリングは、企業が市場で存在感を高めるう
えで重要な差別化要因となりつつあります。監査委員
会は、CEOおよびCFOが投資家コミュニティと行うコ
ミュニケーションがどれほど効果的に機能しているかを
評価すべきです。

委員会メンバーは、アナリスト向け電話会議（アナリスト
コール）を傾聴し、そこで提起された論点を正確に把握
したうえで、CEOやCFOと意見交換を行うことで監督
機能を強化できます。また、競合他社の決算説明会の
内容を取締役にレビューさせることで、比較分析に役立

10protiviti.jp
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ちます。さらに、AIツールを活用することで、この一連の
プロセスをより効率的かつ洞察に富んだものにするこ
とが可能です。

外部リソースの戦略的活用

内部人材のスキルや能力を評価するだけでなく、経営
陣は、コンサルティング会社、契約社員、オフショア人材
などの外部リソースを戦略的に組み合わせることで、専
門性を補完し、需要が急増する局面にも柔軟に対応で
きる体制を整える必要があります。

こうした論点について経営陣と連携して取り組むことで、
監査委員会は、急速に変化する事業環境のなかで、組
織のレジリエンスと効果的なガバナンスの確保をより強
固なものとすることができます。

なぜそれが重要なのか：

不確実性が高まる環境では、人材はガバナンスにとって、
成長における資本と同様に不可欠な要素となります。

組織の財務面・分析力・リーダーシップ能力を理解し
ている監査委員会は、リスクをより正確に見極め、前提
条件を適切に検証し、経営陣の判断に対して建設的な
問いを投げかけることができます。社内の人材戦略を
強化するとともに、外部パートナーとの連携を活用する
ことで、企業は不確実性への迅速な対応、透明性の維
持、そして投資家の信頼確保につなげることができます。

重要な質問

• 組織は、長期的な戦略計画・将来目標と整
合した人材戦略を有しているか。

• 技術スキルにとどまらず、好奇心・倫理的思
考・関係構築力をどのように育成しているか。

• 追加的人材投資の重点分野はどのように優
先順位付けされているか。

• 現在の能力について率直な評価を行い、専
門知見のギャップをサードパーティの戦略的
活用で埋める領域を特定しているか。

• AI 活用を含むイノベーションを、人材戦略や
リソース開発プログラムにどのように組み込
んでいるか。

• 人員構成の変更が内部統制やより広範なリ
スク管理目標に与える影響を十分に検証し
ているか。
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6. 規制リスクに対する許容度を見直す

9 2026 Risk in Focus: Hot topics for internal auditors, The Institute of Internal Auditors and the 
Internal Audit Foundation, 2025.

10 State of Risk & Compliance Report, NAVEX Global, 2025.

規制の変化は、地政学的な不確実性と並んで、世界的に企業が直面する
「トップ5リスク」の一つとして位置づけられています。これは、リスク許容度
およびリスク耐性に関して、取締役会として明確な合意形成を行うことがガバ
ナンス上不可欠であることを示しています9。多くの組織では、監査委員会が、
シナリオプランニングやホライズンスキャニングを含むリスクの特定・評価プ
ロセス、そしてリスク軽減策に関する経営陣の取り組みを監督しています。米
国では、連邦レベルの一部の規制執行の優先度が緩和される一方で、サステ
ナビリティ、データプライバシー、サイバーセキュリティを巡る州レベルの規制
が複雑に入り組んでおり、さらにグローバル企業にはCSRDの影響も及びま
す。こうした状況のもと、企業がどの程度の規制リスクを許容するのかにつ
いて、明確な判断基準が求められています。経営戦略および開示内容と整
合した形でリスク許容度が設定・維持されているかを取締役会レベルで見
極めることは、いまやステークホルダーからの重要な期待事項となっています。

規制リスクに対する許容度の設定は、本来ERM（エンタープライズ・リスク・
マネジメント）フレームワークおよび三線モデルを通じて正式に確立される
べきものです。しかし実態としては、組織の成熟度には依然として大きな差
があります。調査によれば、経営陣が主導する集中型かつ統合的なリスク
管理プログラムを備えている組織はわずか30％にとどまっています。また、
取締役会による監督の水準にもばらつきが見られ、定期的にコンプライアン
ス報告を受けている取締役会は64％、正式なコンプライアンス監督体制を
持つのは52％に過ぎません。このことは、リスク許容度が組織内で一貫し
て理解・定義・運用されているとは限らない現状を示唆しています10。

世界的な経済・政治の不確実性が続く中、監査委員会は、サイバーやAIに
関する開示、さらには制裁、関税、サプライチェーンの混乱、インフレといった
要素が財務報告（特にMD&Aおよびリスク要因）で適切に反映されている
かを注意深く監督する必要があります。加えて委員会は、経営陣と協働し、
重要な全ての法域における規制動向を継続的かつリスクベースでモニタリ
ングする体制を整えることを促すべきです。その際、プライバシーインシデ
ント、内部統制の有効性、規制変更などのコンプライアンス指標をリスク管
理活動と結び付け、可能な範囲で統合的に報告する仕組みを奨励すること
が望まれます。

White paper | 2026年の監査委員会の議題
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https://www.theiia.org/en/internal-audit-foundation/latest-research-and-products/risk-in-focus/global/
https://www.navex.com/en-us/northstar/global-risk-compliance-statistics/
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なぜそれが重要なのか：

規制要求が一段と強まる中、企業が掲げるリスク許容度
と、実際にさらされているリスクとの乖離は、短期間のう
ちにコンプライアンス違反やレピュテーション毀損へ直
結しかねません。監査委員会は、規制リスク許容度に

11 The Impact of a Changing Work Environment on Corporate Culture, Anti-Fraud Collaboration, March 2025.

12 2025 Organizational Culture and Ethics Report: Tackle Culture Risks in the GRC Ecosystem, AuditBoard, 2025.

13 “Three Areas Where Boards Spend Their Time But Don’t See Results,” Russell Reynolds Associates, Feb. 24, 2025.

関する共通理解を組織全体で醸成することで、こうした
ギャップを埋める重要な役割を果たします。具体的には、
経営陣が成長機会と説明責任のバランスを適切に取り
つつ、複数の市場や法域において信頼性を維持できる
よう支援することが求められます。

重要な質問

• サステナビリティ、データプライバシー、サイバーセ
キュリティなどの主要領域における規制リスク許
容度およびコンプライアンス姿勢がどのように定
義されているか、またそれらが組織全体で一貫し
て理解されるようにするために、どのような仕組み
があるか。

• 現在のガバナンス構造および内部統制は、急速に

進化し、かつ断片化するグローバルおよび州レベ
ルの規制環境に対して、企業を不必要なリスクに
さらすことなく、十分な機動性をもって対応できて
いるか。

• 変化の激しい環境下において、経営陣による報告
は、取締役会が適切な判断を下すために必要な
情報を、タイムリーかつ十分に提供しているか。

7. 倫理的行動を促進する企業文化を評価する

不正対策連携（AFC）の報告書『変化する労働環境が企
業文化に与える影響』では、「強固な倫理文化は、不正の
トライアングル（動機・機会・正当化）のすべてに対す
る防御となり、誠実さと倫理に基づいた健全で前向きな
文化は、不正の抑止および早期発見に極めて重要であ
る」と指摘されています11。

取締役会は、組織文化に関する情報を非公式かつ断続
的な報告に依存しがちです。監督機能と信頼性を強化
するためには、企業文化を取締役会の恒常的な議題と
して位置づけ、経営陣が財務・業務リスクとあわせて、
構造化されたデータや行動に基づく指標を提示するこ

とが重要です12。実際、51％の取締役が会議で企業文
化について議論していると回答している一方で、有益な
データに基づいて文化を評価できていると答えたのは
53％にとどまります13。

組織文化は潜在的なリスクを示す先行指標であり、従
業員がプレッシャー下でどのように行動し、その行動を
どのように正当化し、さらに小規模から大規模までの危
機からどのように回復するかに大きな影響を与えます。
望ましい姿としては、経営陣がサーベイ、行動分析、イン
シデントの傾向といった手法を通じて文化を継続的に
モニタリングし、単発的なレビューに頼らないことが求め

https://antifraudcollaboration.org/the-impact-of-a-changing-work-environment-on-corporate-culture/
https://auditboard.com/resources/ebook/2025-organizational-culture-and-ethics-report
https://www.russellreynolds.com/en/insights/reports-surveys/global-board-culture-and-director-behaviors-study/three-areas-where-boards-spend-their-time-but-dont-see-results
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られます14。リモートワークやハイブリッドワークが広が
る中で、匿名通報制度の利用状況やコミュニケーション
のトーンなどの文化指標に加え、非公式な行動規範の
把握が、不正行為の正当化や機会の兆候を早期に捉え
るうえで重要になっています15。

不正リスクの継続的な再評価は、個人が倫理に反する
行動を正当化しやすくなる環境では特に重要です。監
査委員会は、経営陣による不正リスク評価が、（経済的
なストレスや業績インセンティブの変化などの）「正当
化要因」の進化を適切に織り込んでいるかを確認する
必要があります。また、職務分離や自動化分析などの
統制設計が、こうした要因の変化に合わせて見直され、
適切に適応しているかをチェックすることも欠かせませ
ん16。ERMや内部監査との連携は、（退職面談の示唆
や同業他社との比較などの）文化指標を、全社的なリス
ク報告に反映させるうえで大きな助けとなります。こう
したデータが組織的に一体化されることで、監査委員会
は脆弱性や是正措置の有効性について、より的確に経
営陣へ建設的な問いを投げかけることができるようにな
ります17。

監査委員会は、内部通報制度、エスカレーション手続き、
そして危機管理計画の堅牢性についても監督する必要
があります。これらは、倫理違反に限らず、事業継続に
影響を及ぼすさまざまなインシデントへの対応を含みま
す。例えば、危機対応チームには、影響を受けた部門を
速やかに隔離し、外部アドバイザーを招へいし、ステーク
ホルダーへ透明性をもって情報を提供できるよう、事前
に承認された権限が付与されていることが不可欠です。
こうした仕組みにより、レピュテーションの毀損を最小限
に抑え、組織のオペレーショナル・レジリエンスを維持
することが可能になります。さらに、内部監査が主導ま

14 2025 Organizational Culture and Ethics Report: Tackle Culture Risks in the GRC Ecosystem, AuditBoard, 2025.

15 Tone at the Top, Issue 130, The IIA, August 2025.

16 The Impact of a Changing Work Environment on Corporate Culture, Anti-Fraud Collaboration, March 2025.

17 Tone at the Top, Issue 130, The IIA, August 2025.

18 “AI Crisis Preparedness: Key Roles for Boards and Internal Audit,” by Mike Levy, NACD, Sept. 12, 2024.

たは認証する定期的なテストやフィードバックサイクル
を設けることで、組織全体のレジリエンスを継続的に高
めることができます18。

なぜそれが重要なのか：

文化は統制であると同時に、シグナルでもあります。取
締役会や監査委員会が文化を「測定可能で、報告すべ
きリスク監督の構成要素」として扱うことで、不正や不祥
事が重大化する前の行動変化や兆候を早期に把握で
きるようになります。

企業文化を積極的にモニタリングし、倫理やエスカレー
ションに関する明確な説明責任と結び付けて管理する
ことは、組織の健全性を維持し、信頼を強化し、さらには
プレッシャーや変化の大きい局面でもレジリエンスを高
めるうえで不可欠です。

重要な質問

• 企業文化をリスクの先行指標として監視する
ための経営陣のプロセスは、十分に堅牢か。 

• 重大な倫理違反やレピュテーション上の危
機に対し、委員会が迅速かつ適切に対応で
きる仕組みは整っているか。 

• 倫理に反する行動の正当化が高まりやすい
環境下で、不正リスクが継続的に評価されて
いることに、委員会は十分な確信を持ててい
るか。

https://auditboard.com/resources/ebook/2025-organizational-culture-and-ethics-report
https://www.theiia.org/globalassets/site/resources/research-and-reports/tone-at-the-top/2025/aug-2025-tatt.pdf
https://antifraudcollaboration.org/the-impact-of-a-changing-work-environment-on-corporate-culture/
https://www.theiia.org/globalassets/site/resources/research-and-reports/tone-at-the-top/2025/aug-2025-tatt.pdf
https://www.nacdonline.org/all-governance/governance-resources/directorship-magazine/online-exclusives/2024/september-2024/ai-crisis-preparedness-key-roles-for-boards-and-internal-audit/
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8. 財務報告以外へ広がる期待を踏まえて、 
監査委員会の専門性と構成を評価する

19 “The Artificially Intelligent Boardroom,” by David F. Larcker, Amit Seru, Brian Tayan and Laurie Yoler, Stanford Closer Look Series, Corporate Governance 
Research Initiative, Stanford Graduate School of Business, March 2025.

今日の多面的なリスク環境において、監査委員会の役
割は従来の財務報告中心の監督を大きく超えるものに
なっています。AIの導入、サイバーセキュリティ、倫理、
サステナビリティなど、非財務領域に関わる新たなリス
クを適切に監督し理解するためには、委員会は自らの
専門性および構成を批判的に見直す必要があります。
この見直しは、取締役会全体と連携しながら、監督責任
の範囲を明確化し、環境変化に応じて定期的に更新し
ていくことが求められます。監査委員会の責務が拡大
するのであれば、構成メンバーのスキルセットもそれに
合わせて進化させなければなりません。

監査委員会は、特定されたスキルギャップに対処する
ため、研修の実施、新たな取締役の任命、外部アドバイ
ザーの起用など、優先順位を付けて具体的な対応策を
講じる必要があります。特に重要なのは、監査委員会
規定と整合するバランスの取れた専門性を備えている
かどうかです。求められる専門性には、サイバーリスク
管理、データプライバシー、ESG、AIガバナンス、テクノロ
ジー、倫理、ERMなどが含まれる可能性があります。ま
た、変化する規制環境や新たなリスクの動向に対応す
るためには、継続的な教育や取締役の能力開発が不可
欠です。すべての委員が戦略的監督に実質的に貢献
できる状態を維持することが重要です。

定期的な自己評価も欠かせません。監査委員会は、会
議運営の有効性、専門性の深さ、改善の余地などにつ
いて、自らのパフォーマンスを継続的に点検すべきです。

AIの活用が進むにつれ、過去データに基づく事後的な
レビューだけでなく、予測分析やトレンド分析といった将
来志向のツールも併用する機会が増えるでしょう。こう
した取り組みにより、委員会はより積極的かつ情報に基
づいたかたちで経営陣と連携することが可能になります。

監査委員会のスキルやパフォーマンスが、変化のスピー
ドに追いつくこと自体が課題となる場面もあります19。最
終的には、監査委員会の構成は、組織が直面する環境
変化の複雑性に見合ったものへと適切に調整される必
要があります。

https://www.gsb.stanford.edu/faculty-research/publications/artificially-intelligent-boardroom
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なぜそれが重要なのか：

監査委員会の責務が拡大する中、その専門性も同じ速
度で進化させていく必要があります。委員会の構成を
継続的に見直し、取締役の育成に投資している取締役
会は、急速に変化するテクノロジー主導型のリスクに機

20　次のフェーズ：人とAIの協働による内部監査の変革 , 6ページ , プロティビティ, 2025年11月

動的に対応できる体制を築くことができます。

また、定期的な自己評価とスキル強化は、監督機能と説
明責任を一層高めるだけでなく、監査委員会が将来の
リスクや環境変化に備えるうえでの準備性（レディネス）
を強化することにもつながります。

重要な質問

• 監査委員会の役割が進化する中、経営陣は財務・
業務・テクノロジー・戦略リスクを横断した、委員
会規定に整合する適切な統合的保証を提供でき
ているか。報告メカニズムは目的に適しているか。

• リスク管理システム、方針、手順について年次レ

ビューが実施され、自社の業界特性や規制環境を
踏まえた先進事例が提示されているか。

• 監査委員会が自らのガバナンス責任を遂行する
ために必要なスキルを備えているかを含め、自己
評価を最後に実施したのはいつか。

9. 将来を見据えて、内部監査機能の再構築を理解し、支援する

監査委員会は、内部監査機能の戦略計画をレビューし、
CAE（最高監査責任者）のビジョンを把握するとともに、
CAEが新たなトレンドに追随するだけでなく先行する
ための具体的措置を講じているかを確認する必要があ
ります。議論を深めるうえでは、次世代内部監査フレー
ムワーク20等のツールを活用し、内部監査が今後どのよ
うに以下を実現していくかを建設的に検討します。

• 全社的な優先事項およびステークホルダーのニーズ
と明確に整合している。

• テクノロジーを活用した洞察を提供し、より高度で的
確な意思決定につなげる。

• 高い機動性をもって業務を遂行し、新たなリスクや急
速な変化に適応できる。

• 保証機能およびアドバイザリー機能と効果的に連携
し、より広範な価値創出につなげる。

• 戦略的な視点に基づいて業務を運営し、IIAグローバ
ル内部監査基準に準拠している。

生成AIの急速な進化は、監査のあり方そのものを大き
く変えつつあります。内部監査は、従来のサンプルベー
スで手作業中心のテストから、継続的かつ自律的な保
証、そしてリアルタイムでのインサイト提供へと移行しつ
つあります。この変革により、監査の効率性、カバレッジ、

https://www.protiviti.com/jp-jp/whitepaper/next-phase-ai-and-human-collaboration
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そして戦略的な付加価値は大幅に向上することが期待
されます21。

一方で、監査における「人の関与」をどのように維持する
かという新しい課題も生じています。多くの組織ではす
でに生成AIを用いてデータ要約やレポート作成を行っ
ていますが、エージェント型AIのように、エンドツーエン
ドのテストやリスク検知、異常検知まで自律的に実行す
る技術が広がりつつある今、内部監査には新たなスキ
ルセットと明確なガイドラインが求められています22。人
が介在するアプローチ（Human-in-the-loop）は依然
として不可欠です。AIは反復作業や膨大なデータの
分析には優れていますが、文脈を踏まえた判断、共感力、
状況認識など、ステークホルダー対応に不可欠な要素
は監査人にしか提供できません。重要なのは、「AIがど
こまで手作業を代替するか」だけではなく、「AIが人間
の専門性をいかに補完し拡張できるか」です。アルゴリ
ズムがもたらすスピードと、人が持つ専門的判断・倫理
観・洞察力を組み合わせることで、より高度な監査が実
現します。

そのため内部監査は、自身の実務にAIを適切に統合す
るとともに、組織全体におけるAI導入・活用のガバナ
ンスを評価する重要な役割も担う必要があります。

なぜそれが重要なのか：

保証業務へのAIの統合が加速する中、内部監査には、
先進的なテクノロジーを活用しつつ、職業的懐疑心、倫
理的判断力、そしてビジネス感覚を組み合わせる能力
がこれまで以上に求められています。

この変化に効果的に対応するためには、監査委員会に
よる積極的な監督と、CAEとの建設的なパートナーシッ
プが不可欠です。こうした連携により、内部監査は信頼
性の高い独立したアドバイザーとしての役割を維持しな

21 2026 Risk in Focus: Hot topics for internal auditors, The Institute of Internal Auditors and the Internal Audit Foundation, 2025.

22 Tone at the Top, Issue 129, The IIA, June 2025.

がら、ガバナンスの強化、透明性の向上、そして企業の
誠実性に対する信頼の確保に貢献し続けることができ
ます。

重要な質問

• 内部監査プロセスのどの領域でAIの活用が
検討され、どのように適用されているか。

• 内部監査がAIをワークフローに組み込むに
あたり、批判的思考力、共感力、実務的判断の
重要性が、人材戦略および教育・研修にお
いて十分に強調されているか。

• 内部監査の戦略が、テクノロジーの活用と、人
材の育成・獲得をどのように組み合わせるこ
とで、戦略的目標の達成を図っているか。

• 内部監査が、リスク管理、内部統制、コンプライ
アンスといった他の保証機能と連携し、どのよ
うにカバレッジの調整を主導しているか。
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